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Introduction
The type of ciphers used in this presentation are Hill

ciphers, named after Lester S. Hill, which were invented
in 1929. The message that has yet to be encrypted is

called plain text, the message afterwards is called
ciphertext. The process of changing plaintext to

ciphertext is called encryption, the reverse process is
called deciphering.

The process of cryptography has been around for
thousands of years, and has been revolutionized in the

20th century due to our complex machines and more
complex and  efficient ways of encryption. Society as a

whole is getting more secretive, which creates an
exponential demand for being able to keep secrets. One
of the more notable uses of cryptography was the US’s

interception of the Zimmerman telegram which
eventually led to the U.S.'s involvement in WWI.

Deciphering
In order to decipher our ciphertext, we need to find the

inverse of  our key matrix A.

Since there are no letters corresponding to these
numbers, we simplify them modulo 26

We assign values to each letter of the alphabet, a-1, b-
2,…z-26. Spelling out our plain text phrase
“Terminamos el semestre” and putting them into
matrix P

Deciphering
Now to completely decipher our ciphertext, we
multiply A inverse by AP to get our original P

Sweet Success
Translating each number back into letters using

our system, we have:  Terminamos El Semestre,
which translated from Spanish means “We Finished
The Semester”. Thus we have successfully encrypted
our plain text as well as deciphered our ciphertext,
and can now enjoy summer vacation.
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Now We Multiply AP
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We have now successfully encrypted our message

The invertible
enciphering matrix

Enciphering
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